
The Honeynet Project is a non-profit, all volunteer security
research organization dedicated to researching the
blackhat community, and sharing the lessons learned. Made
up of thirty security professional, the Project deploys
Honeynet around the world to capture and analzye
blackhat activity. These lessons are then shared with the
security community. The Honeynet Project began in 1999
and continues to grow with the founding of the Honeynet
Research Alliance. You can learn more about the Project at
http://project.honeynet.org

Phase II - 2nd Generation Honeynet
Technologies 

Honeynets are a sophisticated type of honeypot used to gather

information on the enemy. The Honeynet Project has made

extensive advances in Honeynet technologies, what we call GenII

systems. These technologies are easier to deploy, harder to detect,

and capturegreater levels of information. The Project will discuss

in detail how these technologies work, examples of deployments,

and our findings. We will also discuss the Honeynet Research

Alliance, an organization of Honeynets distributed around the

world.

We will also be covering the Reverse Challenge and the binary

in question.

We will conclude our presentation with a discussion panel.

You will have the chance to ask Honeynet members question

about Honeynets, how they work, their value, their findings, and

the blackhat community in general.

The Honeynet Project 
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