
BLACK HAT USA 2011 TRAINING CLASS CHANGE REQUEST  
FORM INSTRUCTIONS 

 

Please use one form per registrant.  This form is for those who have an existing USA 2011 Training registration 
and have an existing Confirmation Number.  If you do not have a Confirmation Number from your online 
registration, you MAY NOT use this form and must register online. 
 

All Seats are First Come, First Paid, First Served. 

 
Note that some courses may be sold out and your request will be based on availability. 

 
You must return this form to us no later than June 15, 2011.  

 
To blackhatregistration@ubm.com or fax 1 415 947 6011 

 
Please use this form to mark the class you are currently enrolled in as well as the class you are interested in 
taking instead. We cannot guarantee your confirmation into any particular class until we have checked the 
current enrollment in the new class. 

mailto:bh-reg@blackhat.com


BLACK HAT USA 2011 TRAINING CLASS CHANGE REQUEST FORM 
 

Training Courses Instructor 
Registered 

Course 
Requested 

Change 

Virtual Training Course - Jun 13-17       

Hacking by Numbers: Cadet (Online Edition) - Closed SensePost     

One Day, Training Course - Jul 30       

Mobile Hacking - Waitlisted HotWAN     

One Day, Training Course - Jul 31       

Mobile Hacking - Waitlisted HotWAN     

RSA Cryptosystem: Attacks and Implementation Dangers Andrew Lindell     

One Day, Training Course - Aug 1       

Mobile Hacking - Waitlisted HotWAN     

Pentesting with Perl - Cancelled Joshua Abraham     

One Day, Training Course - Aug 2       

Mobile Hacking - Waitlisted HotWAN     

Pentesting with Perl Joshua Abraham     

Four Day, Training Courses - Jul 30 - Aug 2       

Advanced Malware Analysis MANDIANT     

Advanced Windows Exploitation Techniques - Waitlisted Offensive Security     

CISSP Boot Camp - Cancelled Shon Harris, Logical Security     

CNSS-4012 Senior System Manager/ 
CNSS-4015 System Certifier Combination Course Information Assurance Associates (IA2)     

CNSS-4016 Risk Analyst - Cancelled Information Assurance Associates (IA2)     

Real World Pen Testing Veris Group, LLC     

Pentesting with BackTrack - Waitlisted Offensive Security     

Two Day, Weekend Training Courses - Jul 30 - 31       

Advanced Malware Deobfuscation - Cancelled Jason Geffner & Scott Lambert     

Advanced Memory Forensics in Incident Response Jamie Butler & Peter Silberman     

Application Security: for Hackers & Developers Jared DeMott     

Assessing and Exploiting Web Applications with Samurai-WTF - Cancelled Justin Searle & Kevin Johnson     

Building a Better Mousetrap: Effective Techniques in Vulnerability Analysis and Intrusion 
Detection & Prevention Rohit Dhamankar & Rob King     

Building, Attacking a Defending SCADA Systems in the age of Stuxnet - Waitlisted Tom Parker     

Designing Secure Protocols and Intercepting Secure Communication Moxie Marlinspike     

Detecting & Mitigating Attacks Using Your Network Infrastructure CISCO Systems     

Digital Intelligence Gathering Using Maltego - Waitlisted Roelof Temmingh, Paterva     

Effective Fuzzing: Using the Peach Fuzzing Platform Déjà vu Security     

Exploit Laboratory Saumil Shah     

Hacking and Securing Oracle (Crash Course) - Cancelled Alexander Kornbrust & Sumit Siddharth     

Hacking by Numbers: BlackOps Edition SensePost     

Hacking by Numbers: Bootcamp SensePost     

Hacking by Numbers: Cadet - Waitlisted SensePost     

Hacking by Numbers: Combat SensePost     

Hacking by Numbers: Unplugged SensePost     

Hacking by Numbers: W^3 SensePost     

Hands on Hardware Hacking & Reverse Engineering Joe Grand     

IDA Pro Class: Reverse Engineering with IDA Pro Chris Eagle     

Incident Response: Black Hat Edition MANDIANT     

Infrastructure Attacktecs & Defentecs: Hacking CISCO Steve Dugan     

Introduction to Malware Analysis - Cancelled Jason Geffner & Scott Lambert     

Macspolitation Vincenzo Iozzo & Dino Dai Zovi     

Malware Analysis: Black Hat Edition MANDIANT     

Offensive Countermeasures: Defensive Tactics that Actually Work PaulDotCom     

Physical Penetration Testing: Advanced The CORE Group     

Real World Security: Attack, Defend, Repel Peak Security     

The Shellcode Lab Ty Miller     

Tampering with Security Seals - Cancelled The CORE Group     

TCP/IP Weapons School 3.0 Richard Bejtlich, TaoSecurity     

Ultimate Hacking: Black Hat Edition Foundstone     

 
 



BLACK HAT USA 2011 TRAINING CLASS CHANGE REQUEST FORM 
 

Training Courses Instructor 
Registered 

Course 
Requested 

Change 

Two Day, Weekend Training Courses - Jul 30 - 31       

Virtualization for Incident Responders MethodVue     

Ultimate Hacking: Wireless Foundstone     

The Web Application Hacker's Handbook, 2nd Edition: LIVE! - Waitlisted Dafydd Stuttard & Marcus Pinto     

Web Application (in)Security - Cancelled John Heasman & Daniel Martin     

Windows Physical Memory Acquisition and Analysis Matthieu Suiche     

Two Day, Weekday Training Courses - Aug 1 -2       

Advanced Malware Deobfuscation Jason Geffner & Scott Lambert     

Advanced Memory Forensics in Incident Response Jamie Butler & Peter Silberman     

Advanced Vulnerability Scanning Techniques Using Nessus Paul Asadoorian, Tenable Network Security     

Assessing and Exploiting Web Applications with Samurai-WTF Justin Searle & Kevin Johnson     

Building a Better Mousetrap: Effective Techniques in Vulnerability Analysis and Intrusion 
Detection & Prevention Rohit Dhamankar & Rob King     

Building, Attacking a Defending SCADA Systems in the age of Stuxnet - Waitlisted Tom Parker     

Cyber Network Defense Bootcamp - Waitlisted Adam Meyers     

Designing Secure Protocols and Intercepting Secure Communication Moxie Marlinspike     

Detecting & Mitigating Attacks Using Your Network Infrastructure CISCO Systems     

Digital Intelligence Gathering Using Maltego - Waitlisted Roelof Temmingh, Paterva     

Effective Fuzzing: Using the Peach Fuzzing Platform Déjà vu Security     

Enterprise Security for Day 1 to Completion Chris Conacher     

Exploit Laboratory: Black Belt Edition Saumil Shah     

Hacking and Securing Oracle (Crash Course) - Cancelled Alexander Kornbrust & Sumit Siddharth     

Hacking by Numbers: BlackOps Edition SensePost     

Hacking by Numbers: Bootcamp SensePost     

Hacking by Numbers: Cadet - Cancelled SensePost     

Hacking by Numbers: Combat SensePost     

Hacking by Numbers: Unplugged SensePost     

Hacking by Numbers: W^3 SensePost     

Hands on Hardware Hacking & Reverse Engineering Joe Grand     

IDA Pro Class: Reverse Engineering with IDA Pro Chris Eagle     

Incident Response: Black Hat Edition MANDIANT     

Infrastructure Attacktecs & Defentecs: Hacking CISCO Steve Dugan     

Introduction to Malware Analysis  - Cancelled Jason Geffner & Scott Lambert     

Macspolitation Vincenzo Iozzo & Dino Dai Zovi     

Malware Analysis: Black Hat Edition MANDIANT     

Offensive Countermeasures: Defensive Tactics that Actually Work PaulDotCom     

Physical Penetration Testing: Introduction The CORE Group     

Real World Security: Attack, Defend, Repel Peak Security     

SAP Security In-Depth Onapsis     

The Shellcode Lab Ty Miller     

Symmetric Cryptography: Constructions and Cryptanalysis Andrew Lindell     

Tactical Exploitation Val Smith     

Tampering with Security Seals The CORE Group     

TCP/IP Weapons School 3.0 Richard Bejtlich, TaoSecurity     

Ultimate Hacking: Black Hat Edition Foundstone     

Ultimate Hacking: Wireless Foundstone     

Virtualization for Incident Responders MethodVue     

The Web Application Hacker's Handbook, 2nd Edition: LIVE! - Waitlisted Dafydd Stuttard & Marcus Pinto     

Web Application (in)Security - Cancelled John Heasman & Daniel Martin     

Web Security Elie Burszstein & Hristo Bojinov     

Windows Physical Memory Acquisition and Analysis Matthieu Suiche     

 
 
 



 

BLACK HAT USA 2011 PAYMENT FORM 

To register complete the form below as well as the Add A Class Form and return it to: 
Email: blackhatregistration@ubm.com      Fax +1 415 947 6011     Tel: +1 866-203-8081 (GMT – 8) 

Please complete this form in its entirety and legibly.  

 
Registrant Name 
 
_______________________________________________________________________________ 
 
Confirmation Number  
 
_______________________________________________________________________________ 
 
 I understand that my seat in a training class is not confirmed until payment has been received. Black Hat reserves the right to 

cancel my Training registration should I fail to provide payment in full within 7 days of submitting this form.  
 
Method of Payment 
 I will be paying by Check or Money Order 
 I will be paying by Wire Transfer 
 Please charge my credit card, for the amount indicated with the provided information below. I understand the credit card charge 

will show up as Black Hat – TechWeb - UBM and will be in US Dollars. 
 
 
Total to be charged to the credit card: _____________  

 

Name on Card  

_______________________________________________________________________________ 

Card Number _______________________________________________________________________________ 

Expiry: month ____ / year____           

Type (circle one) VISA / MC / AMEX 

CVV/CV2 Number (security code on credit card) _____________ 

 
Signature 

_______________________________________________________________________________ 

Card Billing Street Address  

_______________________________________________________________________________ 

 

City, State / Province, Postal Code 

_______________________________________________________________________________ 

 

Card Billing Telephone Number 

_______________________________________________________________________________ 


